
Find out more

WHAT IS

CAF?
who needs it, and
why is it important?



WHAT IS CAF?

The NCSC Cyber Assessment
Framework assesses how well
organisations are managing cyber risks
to essential functions. There are 4 high-
level objectives:
A: Managing Security Risks
B: Defending Against Cyber Attack
C: Detecting Cybersecurity Events
D: Minimising the Impact of Incidents



WHO NEEDS CAF?

All organisations responsible for
essential functions should be working
towards the CAF. Especially ones that
manage or operate systems within
Critical National Infrastructure (CNI)
sectors, as these organisations can have
great impact on society.



WHY IS CAF IMPORTANT?

The CAF provides a standardised
approach of best practices for
organisations to work towards to
manage their cybersecurity risks and
improve their security posture in
response to evolving threats. This
commitment to cybersecurity can in turn
increase confidence among
stakeholders.



INFO@DISTOLOGY.COM

Talk to one of our cybersecurity experts to
find out how Distology can help your
customers with regulations and frameworks.
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