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WHAT IS NIS 2?

The NIS 2 Directive is an EU-wide
cybersecurity legislation that aims to
boost the overall level of cybersecurity
and increase operational and digital
resiliance in the EU. Entities must take
action to manage security risks to their
systems and work to prevent or minimise
the impact of incidents on users of their
services.



WHO NEEDS NIS 2?

NIS 2 covers public and private sector
entities that provide critical services or
critical infrastructure. This is split into
‘essential’ and ‘important’.
Organisations outside of the EU, who are
operating or carrying out activities for
EU businesses within the scope, will also
need to be complying.



WHY IS NIS 2 IMPORTANT?

The NIS 2 Directive strengthens EU
cybersecurity and resilience by
broadening its scope, raising standards,
and requiring improved risk management,
reporting, and collaboration. Non-
compliant organisations may face fines of
up to 2% of their global annual revenue,
and management could face criminal
sanctions if gross negligence is proven.



INFO@DISTOLOGY.COM

Talk to one of our cybersecurity experts to
find out how Distology can help your
customers with regulations and frameworks.
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